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Załącznik do Uchwały nr 2/III/2017
Zarządu Stowarzyszenia „Bursztynowy Pasaż” 
z dnia 15.03.2017.

REGULAMIN ORGANIZACYJNY

 BIURA STOWARZYSZENIA 

„BURSZTYNOWY PASAŻ”
Rozdział I

 Postanowienia ogólne
§ 1.

1. Regulamin określa zasady funkcjonowania Biura Stowarzyszenia „Bursztynowy Pasaż”, ramowy zakres działania i kompetencji biura, organizację i porządek w procesie pracy oraz inne postanowienia związane z działalnością biura Stowarzyszenia i zatrudnionych tam osób. 

2. Ilekroć w regulaminie jest mowa o Biurze, należy rozumieć przez to biuro Stowarzyszenia „Bursztynowy Pasaż” (LGD).
§ 2.

1. Biuro prowadzi sprawy Zarządu i Stowarzyszenia między innymi poprzez inspirowanie 
i podejmowanie działań na rzecz Stowarzyszenia oraz pełną obsługę Zarządu, Rady ds. PROW 
i Komisji Rewizyjnej w zakresie spraw administracyjnych, finansowych i organizacyjnych.

2. Biuro służy realizacji celów i zadań całego Stowarzyszenia, w tym Zarządu, Rady ds. PROW oraz Komisji Rewizyjnej.

§ 3.

Biuro prowadzi swoją działalność w oparciu o statut Stowarzyszenia, uchwały Walnego Zebrania Członków Stowarzyszenia oraz niniejszy regulamin.

§ 4.

Biuro używa pieczątki podłużnej z nazwą, adresem, numerem telefonu do Stowarzyszenia, numerem NIP.
Rozdział II

Zakres obowiązków pracowników biura
§ 5.

1. Kierowaniem i koordynowaniem pracami Biura zajmuje się Prezes, który może być zatrudniony przez Stowarzyszenie na podstawie umowy o pracę lub umowę cywilno – prawną w zakresie zadań i obowiązków przekraczających zadania statutowe,
2. Prezes Stowarzyszenia może powierzyć wyznaczonej przez siebie osobie (o których mowa §10 ust. 1 oraz §12 ust. 2 ) czynności z zakresu kierowania i koordynowania pracami biura LGD.
3. W Biurze LGD zatrudnieni mogą być członkowie Stowarzyszenia (osoby fizyczne), którzy wykonują pozastatutową pracę na rzecz Stowarzyszenia zwłaszcza w zakresie wdrażania LSR, rozliczania dotacji, doradztwa wobec beneficjentów, itd.

4. Wysokość uposażenia oraz warunki umowy o pracę Członka Zarządu ustala Zarząd,
5. Prezes wobec pracowników określa ich kompetencje, obowiązki, odpowiedzialność oraz czas pracy i wynagrodzenie. W przypadku zatrudnienia w biurze członka Zarządu jego obowiązku, czas pracy oraz wynagrodzenie ustala Zarząd.
6. W biurze LGD na podstawie umowy o pracę zatrudnione są następujące osoby: specjalista ds. naboru projektów i administracji, specjalista ds. promocji i współpracy oraz specjalista ds. kadrowych i księgowości. Opis stanowisk pracy i profilu wymagań kwalifikacyjnych w Stowarzyszeniu „Bursztynowy Pasaż” stanowi załącznik nr 2 do niniejszego regulaminu.
7. Nabór pracowników do pracy odbywa się zgodnie z Procedurą naboru pracowników w Stowarzyszeniu „Bursztynowy Pasaż” stanowiącą załącznik nr 1 do niniejszego regulaminu.
§ 6.

Do obowiązków Prezesa, jako kierującego pracami biura należy wykonywanie zaleceń pokontrolnych organów przeprowadzających kontrole oraz udzielanie kontrolującym 
i pozostałym Członkom Zarządu Stowarzyszenia wyczerpujących wyjaśnień wraz 
z przedstawieniem wszelkich dokumentów i innych materiałów dotyczących przedmiotu kontroli oraz prawidłowe zarządzanie sprawami Stowarzyszenia – w ramach posiadanych uprawnień  i kompetencji, nie zastrzeżonych do kompetencji innych organów Stowarzyszenia.

§ 7.

Prezes jako kierujący pracami Biura jest zobowiązany:

a) zaznajomić pracowników podejmujących pracę z zakresem obowiązków, sposobem wykonywania pracy na wyznaczonym stanowisku pracy oraz podstawowymi uprawnieniami pracowniczymi zgodnie z opisem stanowisk;

b)   organizować pracę w sposób zapewniający pełne wykorzystanie czasu pracy;

c) zapewnić bezpieczne i higieniczne warunki pracy;

d) umożliwiać pracownikom podnoszenie kwalifikacji zawodowych;

e) zapoznać pracownika z treścią regulaminu pracy przed rozpoczęciem przez niego  pracy.

§ 8.

1. Zakresem obowiązków Prezesa jako kierującego pracami biura jest:  

a) Reprezentowanie Stowarzyszenia w granicach umocowania Regulaminu Pracy Biura, w tym współpraca z przedstawicielami mediów;

b) Współpraca z Zarządem, Radą ds. PROW i Komisją Rewizyjną w ramach realizacji LSR poprzez:

· wykonywanie podejmowanych przez Zarząd i Radę ds. PROW uchwał oraz reagowania na zalecenia Komisji Rewizyjnej,

· koordynację  pracy Rady ds. PROW w ramach jej działań decyzyjnych,

· nadzór nad sporządzanymi sprawozdaniami i informacjami dla Zarządu i Komisji Rewizyjnej,

· nadzór nad prawidłowym zarządzaniem projektami w ramach wdrażania LSR oraz opracowywaniem i realizacją projektów współpracy.

c) Nadzór nad pracownikami Biura:  planowanie, organizowanie oraz koordynowanie ich pracy, w tym wydawanie zarządzeń zgodnie z kodeksem pracy;

d) Organizowanie procesu naboru kandydatów do zatrudnienia na wolne stanowiska pracy oraz  zawieranie umów o pracę zgodnie z zatwierdzonym Regulaminem Naboru Pracowników w ramach opisanych stanowisk;

e) Nadzór nad opracowywaniem i wdrażaniem projektów własnych;

f) Nadzór nad bezpłatnym doradztwem dla potencjalnych beneficjentów programów realizowanych w ramach wdrażania LSR;

g) Nadzór nad obsługą wpływających wniosków, procedurami ich oceny, przedstawieniem ich do refundacji, monitoringiem, realizacją oraz ewentualną kontrolą;

h) Nadzór nad prawidłowością końcowych rozliczeń zrealizowanych umów o dofinansowanie;

i) Merytoryczny nadzór nad przygotowywaniem, udostępnianiem i gromadzeniem dokumentów,  w tym protokołów oraz materiałów na obrady Walnego Zebrania Członków, Zarządu oraz Rady ds. PROW;

j) Projektowanie, wdrażanie oraz ocena funkcjonalności systemów: naboru, okresowych ocen, szkoleń oraz adaptacji zatrudnionych pracowników;

k) Proponowanie polityki wynagrodzeń;

l) Koordynowanie działań informacyjno – promocyjnych związanych z obszarem LGD;

m) Sporządzanie odpisów uchwał Walnego Zebrania Członków, Zarządu oraz Rady ds. PROW i wydawanie ich uprawnionym organom;

n) Właściwe gospodarowanie powierzonym mieniem, zapewnienie warunków skutecznego i ekonomicznego funkcjonowania biura.
§ 9.

Prezes jako kierujący pracami biura jest upoważniony do:

1. Opracowania projektu Regulaminu Pracy Biura Stowarzyszenia; 

2. Wnoszenia projektów zmian w statucie i regulaminach organizacyjnych Stowarzyszenia;
3.  Kierowania i nadzoru nad pracą biura, określenia zakresów obowiązków podległych pracowników, zasad współpracy oraz kontaktów wewnętrznych i zewnętrznych;

4. W przypadku podjęcia pracy w Stowarzyszeniu przez Prezesa o warunkach zatrudnienia decyduje Zarząd;
5. Współpracy z przedstawicielami środków masowego przekazu oraz informowanie ich o działaniach i zamierzeniach Stowarzyszenia;

6. Planowania, koordynacji oraz kontroli pracy biura, obejmującej:

- planowanie realizacji przedsięwzięć/zadań,

- planowanie płatności i harmonogramu realizacji przedsięwzięć/zadań do zatwierdzenia przez Zarząd,
7. Opiniowania, zatwierdzania i podpisywania dokumentów w ramach realizowanych zadań;

8. Podpisywania bieżącej korespondencji;

9. Nadzoru nad przygotowywaniem i gromadzeniem materiałów dotyczących działalności Stowarzyszenia;
10. Podejmowania decyzji dotyczących działalności Stowarzyszenia w zakresie nie zastrzeżonym dla innych organów (wydawania zarządzeń, postanowień dotyczących funkcjonowania biura)
11. Wnioskowania do Zarządu w sprawach zarządzania podległym biurem, a wynikających z realizacji jego zadań statutowych.
1. §10.

2. Specjalista ds. naboru projektów i administracji, specjalista ds. promocji i współpracy oraz specjalista ds. kadrowych i księgowości są zobowiązani wykonywać pracę sumiennie i starannie, zgodnie z przepisami prawa pracy i umowami o pracę.

3. Pracownicy zatrudnieni w Biurze Stowarzyszenia mają obowiązek:

1) przestrzegać ustalonego w biurze czasu pracy;

2) przestrzegać ustalonego w biurze porządku i regulaminu pracy;

3) przestrzegać przepisów i zasad BHP i ppoż.;

4) przestrzegać w biurze zasad współżycia społecznego i okazywać koleżeński stosunek współpracownikom;
5) dbać o dobro biura Stowarzyszenia, chronić jego mienie i użytkować zgodnie z przeznaczeniem;

6) zachowywać porządek na swoim stanowisku pracy;

7) zachować w tajemnicy informacje, których ujawnienie mogłoby narazić Stowarzyszenia na szkody; 

8) uwzględniać zasady bezpiecznego udostępniania informacji i przetwarzania danych osobowych, zgodnie z polityką bezpieczeństwa informacji i przetwarzania danych osobowych będących w dyspozycji Stowarzyszenia Bursztynowy Pasaż, określonymi w załączniku nr 6 do regulaminu, 

9) przechowywać dokumenty i narzędzia pracy w miejscu do tego przeznaczonym a po zakończeniu pracy odpowiednio je zabezpieczyć;
10) świadczyć doradztwo na rzecz społeczności lokalnej zgodnie z zasadami świadczenia doradztwa określonymi w załączniku nr 5 do regulaminu
§ 11.

1. Szczegółowy zakres obowiązków każdego pracownika zatrudnionego na umowę 
o pracę określa załącznik do umowy pt. zakres obowiązków. 
2. Dwóch członków Zarządu działających łącznie w tym Prezes lub Wiceprezes mogą upoważniać pisemnie pracowników do potwierdzania za zgodność z oryginałem dokumentów niezbędnych do działania Biura LGD oraz Stowarzyszenia. 

3. Dwóch członków Zarządu działających łącznie w tym Prezes lub Wiceprezes mogą udzielać pracownikom, o których mowa §10 ust. 1 oraz §12 ust. 2  pełnomocnictwa pisemnego do reprezentowania Stowarzyszenia, podpisywania bieżącej korespondencji, w tym składania oświadczeń woli z wyłączeniem czynności wymagających zaciągania zobowiązań finansowych. 
§ 12.

1. Do wykonywania swoich zadań Stowarzyszenie może zatrudniać pracowników na podstawie umów cywilno – prawych na rzecz realizacji konkretnych działań.
2. Zakres obowiązków osób zatrudnionych na podstawie umowy cywilnoprawnej określa każdorazowo stosowna umowa zawarta między zatrudnionym a Stowarzyszeniem.
Rozdział III

Rozwój kompetencji pracowników
        § 13.
1. Każdy z zatrudnionych w Biurze LGD ma prawo i obowiązek podwyższania swoich kompetencji w zakresie pełnionych obowiązków;
2. Polityka  rozwoju kompetencji pracowników  traktowana  jest  jako  działalność  priorytetowa  w  polityce  kadrowej, której konsekwentna realizacja jest konieczna do utrzymania i rozwoju kwalifikacji zawodowych pracowników na poziomie zapewniającym profesjonalną realizację zadań LGD;

3. Poprzez podwyższanie swoich kompetencji rozumie się szkolenia, warsztaty, seminaria, konferencje, kursy, studia podyplomowe, itd. Wymienione formy doskonalenia zawodowego powinny być na wysokim poziomie merytorycznym, dydaktycznym i organizacyjnym zapewniającym osiągnięcie zakładanego celu oraz spełnienie oczekiwań uczestników;
4. Uczestnictwo pracowników w szkoleniach traktowane jest na równi z wykonywaniem obowiązków służbowych.
§ 14.
1. LGD zapewnia warunki organizacyjne i finansowe na rzecz rozwoju kompetencji pracowników;

2. Do  dnia  30  listopada  każdego roku pracownicy LGD  zgłaszają Prezesowi potrzeby szkoleniowe na następny rok. Wzór zgłoszenia stanowi Załącznik Nr 3 do niniejszego Regulaminu;

3. Na podstawie zgłoszeń pracowników Prezes do końca roku opracowuje projekt planu szkoleń pracowników na kolejny rok a Zarząd LGD przyjmuje go w drodze uchwały. Wzór planu szkoleń stanowi Załącznik Nr 4 do niniejszego Regulaminu;
4. W uzasadnionych przypadkach Zarząd LGD w trakcie roku objętego planem szkoleń może podjąć decyzję w sprawie przeprowadzenia innych szkoleń i zajęć podnoszących kwalifikacje pracowników niż ujęte w planie rocznym;

5. Rejestr szkoleń prowadzony jest przez Prezesa w wersji elektronicznej. 
Rozdział IV
Czas pracy
        § 15.
1. Czasem pracy jest czas, w którym pracownik pozostaje do dyspozycji w siedzibie Stowarzyszenia lub w innym miejscu przeznaczonym do wykonywania pracy.

1) czas pracy nie może przekraczać 8 godzin na dobę i przeciętnie 40 godzin w pięciodniowym tygodniu pracy w przyjętym okresie rozliczeniowym nie przekraczającym 3 miesięcy;

2) czas pracy pracowników zatrudnionych w niepełnym wymiarze czasu pracy ustalają strony, tj. kierownik biura i pracownik, w indywidualnych umowach o pracę z uwzględnieniem zasad określonych w § 18 ust. 1.

2. Pracownicy, których dobowy wymiar czasu pracy wynosi co najmniej 6 godzin mogą korzystać z 15 minutowej przerwy w pracy. 
3. Biuro wykonuje swoje obowiązki od poniedziałku do piątku w godzinach od 8 do 16.

§ 16.
1. W zamian za pracę w niedziele, święta i dodatkowe dni wolne od pracy udziela się pracownikowi innego dnia wolnego, w okresie poprzedzających lub następujących po tymże dniu. 

2. Jeżeli nie jest możliwe wykorzystanie w ustalonym terminie dnia wolnego od pracy w zamian za pracę w niedzielę, święta i dodatkowe dni wolne od pracy, pracownikowi przysługuje dzień wolny od pracy, według indywidualnych potrzeb pracownika w okresie do 2 miesięcy od dnia pracy w niedzielę, święta bądź dodatkowe dni wolne od pracy.

§ 17.
1. Czas pracy pracowników zatrudnionych w niepełnym wymiarze czasu pracy ustalają indywidualne umowy o pracę.

2. Godziny rozpoczęcia pracy i jej zakończenia pracownikom określonym w ust. 1 ustala się indywidualnie.

§ 18.
W szczególnie uzasadnionych przypadkach Prezes może ustalić dla poszczególnych pracowników indywidualny rozkład czasu pracy.

§ 19.
Dniami wolnymi od pracy są:

1. Sobota, niedziele i święta oraz dni określone odrębnymi przepisami.
§ 20.
1. Pracownik ma prawo do corocznego, płatnego, nieprzerwanego urlopu wypoczynkowego. Wymiar i zasady przyznawania urlopów wypoczynkowych określa Kodeks Pracy.
Rozdział V

Obecność w pracy, dni wolne, usprawiedliwianie nieobecności i spóźnień
§ 21.
1. Przyjście do pracy pracownicy potwierdzają podpisem na liście obecności.

§ 22.
1. Pracownik powinien uprzedzić Prezesa o przyczynie i przewidywanym okresie nieobecności w pracy, jeżeli przyczyna tej nieobecności jest z góry wiadoma lub możliwa do przewidzenia.

2. W razie zaistnienia przyczyn uniemożliwiających stawienie się do pracy, pracownik jest zobowiązany niezwłocznie zawiadomić Prezesa o przyczynie swej nieobecności w pracy i przewidywanym czasie jej trwania, nie później jednak niż w drugim dniu nieobecności w pracy. Zawiadomienie o nieobecności pracownik dokonuje osobiście lub telefonicznie. 

Rozdział VI
Kary porządkowe i premie
§ 23.
1. Pracownikom wzorowo wypełniającym swoje obowiązki, przejawiającym inicjatywę w pracy, podnoszącym kwalifikacje i jakość pracy mogą być przyznawane premie pieniężne. Premie mogą być przyznane za konkretnie wykonane zadanie lub za konkretny okres (za pół roku lub za cały rok). Premię przyznaje Prezes jako bezpośredni przełożony każdego z pracowników.
2. Warunkiem przyznania premii i ustalenia jej wysokości jest:

1)  terminowe i prawidłowe wykonanie określonych w zakresie obowiązków zadań,

2)  przestrzeganie dyscypliny pracy,

3)  przestrzeganie postanowień regulaminu pracy,

4)  przestrzeganie przepisów bhp,

5)  efektywne wykorzystanie czasu pracy,

6) przestrzeganie zasad współżycia społecznego

3. Premia ma charakter uznaniowy i jest składnikiem wynagrodzenia pracownika, który wchodzi do podstawy obliczenia  wynagrodzenia za czas choroby oraz  zasiłku chorobowego i opiekuńczego.
4. Pracownicy mogą otrzymać premię:

- w wysokości do 100% swojego uposażenia jednorazowo za cały rok,
- w wysokości do 50% swojego uposażenia za konkretnie wykonane zadanie. 

Jeden pracownik może otrzymać zarówno premię za cały rok i premię za konkretnie wykonane zadanie. 

5. Za naruszenie obowiązków pracowniczych uważa się:

1) nieprzestrzeganie przepisów bhp i ppoż.;

2) opuszczenie pracy bez usprawiedliwienia,

3) zakłócanie spokoju i porządku w miejscu pracy;
4) wykonywanie na terenie pracy prac nie związanych z zadaniami biura;

5) złe lub niedbałe wykonywanie pracy, uszkodzenie narzędzi, materiałów i urządzeń;

6) niewłaściwy stosunek do przełożonych, pracowników;

7) stawianie się do pracy po spożyciu alkoholu, narkotyków, spożywanie alkoholu, narkotyków na terenie biura oraz ich wnoszenie na teren pracy.

6. Za naruszenie obowiązków pracowniczych i nieprzestrzeganie regulaminu pracy kierownik biura  może stosować:

1) karę upomnienia;

2) karę nagany.

Rozdział VII
Wypłata wynagrodzenia
§ 24.
1. Wypłata wynagrodzenia miesięcznego jest dokonywana do ostatniego dnia każdego miesiąca dla pracowników zatrudnionych na umowę o pracę (termin może być zmieniony wyłącznie za zgodą pracownika). Wypłata dla osób zatrudnionych na umowę cywilno – prawną ustalana jest w stosownej umowie. Jeżeli ustalony dzień wypłaty wypada w dniu wolnym od pracy, wynagrodzenie wypłaca się w dniu poprzednim. Rozliczenie nadgodzin następuje do dnia 10 następnego miesiąca.

2. Wypłata premii następuje w terminach określonych dla wypłaty wynagrodzeń.

3. Wynagrodzenia i inne świadczenia wypłaca się poprzez dokonanie przelewu na konto osobiste pracownika w terminie określonym w ust. 1.

Rozdział VIII
Podróże i delegacje służbowe

 § 25.
1. Podróże i delegacje służbowe przysługują pracownikom zatrudnionym w  biurze Stowarzyszenia na umowę o pracę. 

2. Podróżą służbową jest wykonywanie przez pracownika na polecenie pracodawcy  zadania służbowego poza miejscowością, w której znajduje się siedziba pracodawcy. Pracownikowi z tytułu odbytej podróży służbowej przysługują należności na pokrycie kosztów tejże podróży.
3. Pozostałe warunki ustalania oraz wysokość należności przysługujących pracownikowi z tytułu podróży służbowej na obszarze kraju w zakresie diet, kosztów przejazdów, noclegów i innych udokumentowanych wydatków będą regulowane odpowiednio do zapisów rozporządzenia Ministra Pracy i Polityki Społecznej z dnia 19 grudnia 2002 r. w sprawie wysokości oraz warunków ustalania należności przysługujących pracownikowi zatrudnionemu w państwowej lub samorządowej jednostce sfery budżetowej z tytułu podróży służbowej w kraju.
Rozdział IX
Bezpieczeństwo i higiena pracy
§ 26.
1. Zapewnia się pracownikom bezpieczne i higieniczne warunki pracy, zgodnie z obowiązującymi przepisami.

2. Zapewnia się przeszkolenie każdego przyjmowanego pracownika w zakresie ogólnych zasad bhp i ppoż. na stanowisku, na którym pracownik został zatrudniony.

3. Przeszkolony pracownik składa pisemna oświadczenie w tej sprawie, które dołącza się do akt osobowych.

§ 27.
1. Przed dopuszczeniem do pracy pracownik kierowany jest na wstępne badanie lekarskie.

2. W czasie zatrudnienia pracownik podlega badaniom okresowym i kontrolnym.

3. Badania są prowadzone na koszt Stowarzyszenia.
Rozdział X
Postanowienia końcowe

§ 28.
Regulamin pracy znajduje się do wglądu w biurze Stowarzyszenia.

§ 29.
Przepisy regulaminu nie naruszają postanowień umów o pracę zawartych z poszczególnymi pracownikami biura.

§ 30.
W kwestiach nie uregulowanych w niniejszym regulaminie decyduje Zarząd kierując się obowiązującymi przepisami Kodeksu Pracy, aktów wykonawczych do KP, statutem, uchwałami Walnego Zebrania Członków Stowarzyszenia.

§ 31.
1. Regulamin jest zgodny ze statutem,  

2. Regulamin wchodzi w życie z dniem podjęcia uchwały przez Zarząd Stowarzyszenia [image: image1.jpg]* f X
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Załącznik nr 1

Procedura naboru pracowników w Stowarzyszeniu „Bursztynowy Pasaż”
I. Ogólne zasady naboru pracowników.
1. Procedurę naboru kandydatów na wolne stanowiska pracy w LGD „Bursztynowy Pasaż” przeprowadza Zarząd w składzie 3 – osobowym. 
2. Nabór pracowników na wolne stanowiska pracy w LGD „Bursztynowy Pasaż”,  jest otwarty i konkurencyjny.

3. Ogłoszenie o stanowisku oraz naborze kandydatów na to stanowisko umieszcza się na stronie internetowej LGD „Bursztynowy Pasaż” oraz gmin – członków Stowarzyszenia „Bursztynowy Pasaż”  i na tablicy informacyjnej w siedzibie Stowarzyszenia.

4. Termin do składania dokumentów, określony w ogłoszeniu o naborze, nie może być krótszy niż 14 dni od dnia opublikowania ogłoszenia na stronie internetowej Stowarzyszenia oraz gmin – członków Stowarzyszenia i na tablicy informacyjnej w siedzibie LGD.

5. W przypadku braku zgłoszeń kandydatów na wolne stanowisko pracy, Prezes Stowarzyszenia może podjąć decyzję o ponownym zamieszczeniu ogłoszenia o naborze.

6. Dokumenty kandydatów ubiegających się o przyjęcie na stanowisko składane są 
w Biurze LGD, w zamkniętej kopercie z dopiskiem nazwy stanowiska, na które odbywa się nabór. Biuro LGD nie otwierając koperty, dokonuje rejestracji przesyłki w dzienniku podawczym i potwierdza pieczęcią na kopercie datę i godzinę otrzymania przesyłki. Zamknięta koperta przekazywana jest Prezesowi, a w razie jego nieobecności Wiceprezesowi. W przypadku ofert przesyłanych pocztą, za datę złożenia oferty przyjmuje się datę doręczenia przesyłki do biura LGD. Oferty złożone po terminie odsyłanie są do nadawcy.

7. Wszystkie złożone koperty z dokumentacją kandydatów na stanowisko otwierane są przez członków Zarządu w trakcie rozpoczęcia procedury naboru na stanowisko. 

8. Wszystkie dokumenty związane z procesem rekrutacji przechowuje się w biurze LGD. 
II. Etapy naboru na stanowisko pracy
1. Zamieszczenie ogłoszenia o naborze na stanowisko na stronie internetowej Stowarzyszenia oraz gmin – członków LGD i na tablicy informacyjnej w Biurze LGD. 

2. Przeprowadzenie weryfikacji formalnej dokumentów złożonych przez kandydatów na stanowisko. 

3. Zakwalifikowanie kandydatów do kolejnego etapu naboru – rozmowy kwalifikacyjnej.

4. Dokonanie naboru na stanowisko. 

5. Upowszechnienie informacji o wyniku naboru na stanowisko. 
III. Forma i treść ogłoszenia o naborze pracowników.
1. Ogłoszenie o naborze pracowników na stanowisko powinno zawierać:

1) nazwę i adres Stowarzyszenia Bursztynowy Pasaż,

2) określenie stanowiska,

3) określenie wymagań związanych ze stanowiskiem zgodnie z opisem danego stanowiska, ze    wskazaniem, które z nich są niezbędne, a które są dodatkowe,

4) wskazanie zakresu zadań wykonywanych na stanowisku,

5) wskazanie wymaganych dokumentów,

6) określenie terminu i miejsca składania dokumentów.

2. Treść ogłoszenia o naborze na stanowisko zamieszczonego na stronie internetowej musi być zgodna z treścią ogłoszenia zamieszczanego na tablicy informacyjnej.
IV. Zasady weryfikacji dokumentów składanych przez kandydatów.

1. Weryfikacji dokumentów złożonych przez kandydatów na stanowisko dokonuje Zarząd w terminie do 7 dni od dnia zakończenia terminu złożenia dokumentów wskazanego w ogłoszeniu o naborze.

2. Weryfikacja dokumentów polega na sprawdzeniu wymagań formalnych określonych 
w ogłoszeniu o naborze.

3. Spośród kandydatów spełniających wymogi formalne Zarząd wybiera najlepszych, dokonując ich uszeregowania według spełnienia przez nich poziomu wymagań określonych w ogłoszeniu o naborze.

4. Z przeprowadzonej weryfikacji Zarząd sporządza protokół. 

5. Protokół z naboru kandydatów na stanowisko powinien zawierać:

a) określenie stanowiska, na które jest prowadzony nabór,

b) liczbę kandydatów,

c) wykaz wszystkich kandydatów, którzy złożyli dokumenty na stanowisko określone w ogłoszeniu o naborze, z podaniem ich imion, nazwisk i adresów nie więcej niż pięciu najlepszych kandydatów uszeregowanych wg spełnienia przez nich poziomu wymagań określonych w ogłoszeniu o naborze, 

d) informację o zastosowanych metodach i technikach naboru,

e) uzasadnienie dokonanego wyboru.

6. Listę kandydatów, którzy spełnili wymagania formalne określone w ogłoszeniu o naborze (o których mowa w pkt. III) upowszechnia się na stronie internetowej Stowarzyszenia z podaniem:

a) imion i nazwisk kandydatów,

b) miejsca zamieszkania kandydatów 

7. Wyłonieni kandydaci (nie więcej niż pięciu najlepszych) na jedno stanowisko przechodzą do kolejnego etapu naboru jakim jest rozmowa kwalifikacyjna.

8. Dokumenty kandydatów niezakwalifikowanych do dalszego etapu procesu rekrutacji zostają zniszczone w ciągu 30 dni od zakończenia procedury naboru. Likwidacji dokumentów dokonuje Prezes z czynności tych sporządzając protokół.
9. W przypadku nie spełnienia warunków formalnych przez żadnego z kandydatów Zarząd może obniżyć wymagania dla kandydatów i ogłosić kolejny konkurs, w terminie do 7 dni kalendarzowych.
V. Tryb prowadzenia rozmowy kwalifikacyjnej na stanowisko pracy. 

1. Drugim etapem naboru na stanowisko jest rozmowa kwalifikacyjna.

2. Celem rozmowy kwalifikacyjnej jest dokonanie ostatecznego wyboru kandydata na stanowisko. 

3. Kandydatów należy poinformować o ich dopuszczeniu do dalszej części procesu naboru 
i zaprosić na rozmowę kwalifikacyjną wyznaczając dzień, godzinę i miejsce rozmowy.

4. Rozmowę kwalifikacyjną przeprowadza Zarząd 

5. Przed rozpoczęciem rozmów kwalifikacyjnych, Zespół ustala: 

a) porządek i formę prowadzenia rozmowy, 

b) przewidywany czas rozmowy z każdym kandydatem,

c) tematy pytań do kandydata.

6. Rozmowa kwalifikacyjna z kandydatami na stanowisko przebiega według następujących etapów:

1) Etap I – wprowadzenie do rozmowy:

a) przywitanie kandydata,

b) prezentacja kandydata,

c) przedstawienie kandydatowi opisu stanowiska i zakresu obowiązków na stanowisku, o które się ubiega;

2) Etap II – skierowanie do kandydata pytań dotyczących:

a) doświadczenia zawodowego kandydata,

b) nabytych przez kandydata umiejętności i uprawnień zawodowych,

c) innych pytań dotyczących informacji przedstawionych przez kandydata w złożonych aplikacjach,

3) Etap III – zakończenie rozmowy:
a) podsumowanie rozmowy;

b) udzielenie kandydatowi informacji o dalszym przebiegu procesu rekrutacji,

4) Etap IV – dokonanie oceny kandydatów na arkuszu rozmowy kwalifikacyjnej. 

7. Wybór najlepszego kandydata następuje w oparciu o nadesłane przez kandydatów dokumenty oraz wynik rozmowy kwalifikacyjnej.

8. Rozmowa kwalifikacyjna podlega odrębnej ocenie przez każdego z członków Zarządu. Oceny dokonuje się na arkuszu oceny kandydata, którego wzór stanowi Załącznik nr 1 do niniejszych Zasad. Każdy z członków Komisji może przyznać maksymalnie 40 punktów poszczególnym kandydatom. 

9. Na podstawie arkuszy oceny Kandydata sporządza się arkusz podsumowujący, którego wzór stanowi Załącznik nr 2 do niniejszych Zasad. 

10. Punktację za rozmowę kwalifikacyjną przyznaną przez poszczególnych członków Zarządu sumuje się, a następnie dzieli się przez liczbę członków Zarządu, uzyskując w ten sposób średni wynik rozmowy kwalifikacyjnej.
11.Po zatwierdzeniu protokołu z przebiegu naboru Prezes podejmuje decyzję w sprawie zatrudnienia wybranego kandydata. 
VI.  Zasady postępowania po zakończeniu naboru.
1. Po zakończeniu procesu naboru na stanowisko Zarząd sporządza informację.
   Informacja, zawiera:

a) pełną nazwę i adres Stowarzyszenia, 

b) określenie stanowiska pracy, 

c) imię i nazwisko wybranego kandydata oraz jego miejsce zamieszkania,
d) uzasadnienie dokonanego wyboru kandydata albo uzasadnienie nie zatrudnienia żadnego kandydata na stanowisko. 

2. Informację o wyniku naboru upowszechnia się w terminie 14 dni od dnia zatrudnienia wybranego kandydata albo zakończenia procedury naboru, w przypadku gdy w jego wyniku nie doszło do zatrudnienia żadnego kandydata.


3. Informację o wyniku naboru upowszechnia się na stronie internetowej Stowarzyszenia. 

4. Jeżeli stosunek pracy osoby wyłonionej w drodze naboru ustał w ciągu 3 miesięcy od dnia nawiązania stosunku pracy, możliwe jest zatrudnienie na tym samym stanowisku kolejnej osoby spośród najlepszych kandydatów wymienionych w protokole tego naboru. 

Przepisy określone w pkt.: I-V stosuje się odpowiednio.
VII. Informacje dodatkowe.

Prosi się o nie składanie i nie przesyłanie do Biura LGD swoich ofert pracy w innych przypadkach, aniżeli związanych z ogłoszonym naborem na wolne stanowisko.

Oferty nie złożone w związku z ogłoszonym naborem na wolne stanowisko nie będą wykorzystywane w procesie naboru pracowników i będą podlegały zwrotowi.
ARKUSZ OCENY KANDYDATA

podczas rozmowy kwalifikacyjnej w ramach naboru na stanowisko pracy w LGD Stowarzyszenie „Bursztynowy Pasaż”

Członek Zarządu ....................

Imię i nazwisko kandydata.........................................................................................

	L.p.
	Kryteria
	Skala ocen
	Punktacja

	1.
	
	od 0 do 10
	

	2.
	
	od 0 do 10
	

	3.
	
	od 0 do 10
	

	4.
	
	od 0 do 10
	

	
	Ogółem
	Maksymalnie 40 pkt.
	


Uwagi Członka Zarządu:

................................................................................................................................................................
................................................................................................................................................................
................................................................................................................................................................
….………….. Podpis

Miejscowość, dnia………………………..

ARKUSZ PODSUMOWUJĄCY W NABORZE NA STANOWISKO

w LGD Stowarzyszeniu „Bursztynowy Pasaż”

Imię i nazwisko kandydata.......................................................................................

Punktacja:

	L.p.
	Kryterium
	Członek

komisji

Nr 1
	Członek

komisji

Nr 2
	Członek

komisji

Nr 3
	Łącznie liczba punktów



	1.
	Rozmowa kwalifikacyjna
	
	
	
	


Uwagi członków Zarządu:

................................................................................................................................................................
................................................................................................................................................................
................................................................................................................................................................
                

          Podpisy członków Zarządu:            ..............................................

                                                                      


                    ..............................................

                                                                                                                 .............................................

Miejscowość, dnia …………………………

Załącznik nr 2

Opis stanowisk pracy i profilu wymagań kwalifikacyjnych w Stowarzyszeniu „Bursztynowy Pasaż”
	Specjalista ds. naboru wniosków i administracji

	IMIĘ I NAZWISKO PRACOWNIKA
	

	NAZWA STANOWISKA
	Specjalista ds. naboru wniosków i administracji

	BEZPOŚREDNI PRZEŁOŻONY
	Prezes 

	STANOWISKA PODLEGŁE
	Nie dotyczy

	CEL STANOWISKA

	Celem stanowiska pracy jest koordynacja wdrażania LSR zgodnie z harmonogramem budżetowym

	ZAKRES ZADAŃ I ODPOWIEDZIALNOŚCI

	1. Zakres zadań:

- bieżąca obsługa administracyjno – biurowa biura LGD,

- obsługa prac Rady ds. PROW,

- koordynacja spraw i zadań związanych z Pomorską Siecią Leader,

- koordynacja i realizacja przedsięwzięć realizowanych w ramach  poddziałania 19.4„Wsparcia na rzecz kosztów bieżących i aktywizacji”,

- opracowywanie harmonogramów ogłaszania konkursów, w tym założeń budżetowych na  kolejne lata
- aktualizacja „Procedury oceny zgodności i wyboru operacji składanych przez podmioty inne niż LGD”
- aktualizacja Lokalnej Strategii Rozwoju do etapu akceptacji przez Zarząd Województwa 
- monitorowanie postępów wdrażania działań w ramach Lokalnej Strategii Rozwoju
- prowadzenie i obsługa szkoleń dla wnioskodawców oraz beneficjentów pomocy w ramach LSR,

- prowadzenie i obsługa  szkoleń dla członków Rady ds. PROW,

- prowadzenie i aktualizowanie rejestrów złożonych wniosków,

- opracowywanie i aktualizacja wniosku w ramach poddziałania 19.4 „Wsparcie na rzecz kosztów bieżących i aktywizacji”
- opracowywanie wniosków o płatność i sprawozdań w ramach poddziałania „Wsparcie na rzecz kosztów bieżących i aktywizacji”
-opracowywanie Informacji Monitorującej realizację operacji w ramach poddziałania 19.4 „Wsparcie na rzecz kosztów bieżących i aktywizacji” objętego PROW na lata 2014-2020.

- nadzór nad corocznym opracowywaniem i wdrażaniem Planu Komunikacji
- kontakt i wykonywanie czynności związanych z Bankiem Gospodarstwa Krajowego,

- pomoc wnioskodawcom oraz beneficjentom w zakresie realizacji projektów – wniosek o dofinansowanie + wniosek o płatność dofinansowanych w ramach LGD,

- obsługa przeprowadzanych w LGD kontroli, w zakresie kompetencji stanowiska pracy,

- współorganizowanie wydarzeń promocyjnych realizowanych w ramach LSR,

- przyjmowanie i wysyłanie korespondencji,

- kontakt z instytucjami realizującymi PROW oraz wnioskodawcami,
- kontakt z Sądem Rejonowym zakresie KRS,

-  kontakt z instytucjami finansowymi obsługującymi LGD,
- informowanie i doradztwo o możliwościach dofinansowania projektów w ramach poddziałania 19.2 „Wsparcie na wdrażanie operacji w ramach strategii rozwoju lokalnego kierowanego przez społeczność”
2. Zakres odpowiedzialności:

· administracyjna 

· za powierzone wyposażenie stanowiska pracy

· za powierzoną dokumentację 

	ZAKRES UPRAWNIEŃ I PEŁNOMOCNICTW

	· zgodnie z Kodeksem Pracy i Regulaminem Biura

	WYMAGANE KWALIFIKACJE

	WYKSZTAŁCENIE
	Wyższe

	DOŚWIADCZENIE
	Min. 1 rok pracy na podobnym stanowisku lub pracy związanej z programami unijnymi (aplikowanie, rozliczanie, kierowanie projektami dofinansowanymi ze źródeł zewnętrznych), w tym zwłaszcza z Programu Rozwoju Obszarów Wiejskich lub pracy w administracji publicznej 

	WYMAGANIA FORMALNE
	Kursy, szkolenia, certyfikaty

	UMIEJĘTNOŚCI
	KONIECZNE
	- znajomość PROW 2014 – 2020, 

- znajomość tematyki Rozwoju Lokalnego Kierowanego przez Społeczność

- znajomość LSR LGD Bursztynowy Pasaż,
- obsługa komputera: MS Office: Word,

	
	POŻĄDANE
	- prawo jazdy kat. B

- dobra organizacja pracy

- łatwość w nawiązywaniu kontaktów

- sumienność, rzetelność, odpowiedzialność,
- umiejętność śledzenia zmian w przepisach

	SPECJALNE WYMAGANIA WOBEC STANOWISKA
	kultura osobista

	RODZAJ ZATRUDNIENIA

	Umowa o pracę  – pełen etat 

	WYPOSAŻENIE STANOWISKA PRACY

	Komputer, faks, telefon służbowy, meble, fotel, biurko, kserokopiarka


	Specjalista ds. promocji i współpracy

	IMIĘ I NAZWISKO PRACOWNIKA
	

	NAZWA STANOWISKA
	Specjalista ds. promocji i współpracy

	BEZPOŚREDNI PRZEŁOŻONY
	Prezes  

	STANOWISKA PODLEGŁE
	nie dotyczy

	CEL STANOWISKA

	Celem stanowiska pracy jest promocja działalności Stowarzyszenia oraz współpraca z partnerami społecznymi, gospodarczymi i publicznymi.

	ZAKRES ZADAŃ I ODPOWIEDZIALNOŚCI

	1. Zakres zadań:
- wykonywanie działań związanych z realizacją LSR,
- bieżąca obsługa administracyjno – biurowa biura LGD,

- przygotowanie, prowadzenie i realizacja projektów współpracy,

- przygotowanie, prowadzenie i realizacja zadań związanych z aktywizacją i nabywaniem umiejętności przez społeczność lokalną w ramach funkcjonowania LGD, 

- współpraca z mediami,
-opracowywanie  „Planu Komunikacji”,
- prowadzenie i koordynacja działań informacyjnych związanych z obszarem LGD, realizacją LSR i działalnością LGD w tym w ramach „Planu Komunikacji”, 
- pomoc w opracowywaniu wniosku o płatność i sprawozdań w ramach poddziałania 19.4 „Wsparcie na rzecz kosztów bieżących i aktywizacji” w zakresie kompetencji stanowiska pracy 
- pomoc w opracowywaniu Informacji Monitorującej realizację operacji w ramach poddziałania 19.4  „Wsparcie na rzecz kosztów bieżących i aktywizacji” objętego PROW na lata 2014-2020 w zakresie kompetencji stanowiska pracy,
- organizowanie i koordynacja wydarzeń promocyjnych oraz innych projektów realizowanych w ramach PROW,
- organizowanie i koordynacja innych wydarzeń i projektów
- obsługa strony internetowej LGD,
- obsługa spotkań, narad wewnętrznych, konferencji, przyjęć delegacji i gości,

- tworzenie koncepcji materiałów informacyjnych i promocyjnych Stowarzyszenia,

- kontakt i wykonywanie czynności związanych z Bankiem Gospodarstwa Krajowego,

- udzielanie informacji związanych z PROW, 

- obsługa przeprowadzanych w LGD kontroli, w zakresie kompetencji stanowiska pracy,

- pomoc w procesie naborów wniosków Rady ds. PROW,

- informowanie i doradztwo o możliwościach dofinansowania projektów w ramach LSR,

- przyjmowanie i wysyłanie korespondencji,
- współpraca z Krajową Siecią Obszarów Wiejskich,
- kontakt z instytucjami realizującymi PROW 
 - kontakt z Sądem Rejonowym zakresie KRS

- kontakt z instytucjami finansowymi obsługującymi LGD,
- obsługa prac, prowadzenie ewidencji uchwał z posiedzeń organów Stowarzyszenia  Bursztynowy Pasaż, w tym Walnego Zebrania Członków, Zarządu Stowarzyszenia, Rady ds. PROW oraz Komisji Rewizyjnej,

2. Zakres odpowiedzialności:

- administracyjna 

- za powierzone wyposażenie stanowiska pracy

- za powierzoną dokumentację 

	ZAKRES UPRAWNIEŃ I PEŁNOMOCNICTW

	· zgodnie z Kodeksem Pracy i Regulaminem Biura

	WYMAGANE KWALIFIKACJE

	WYKSZTAŁCENIE
	Wyższe

	DOŚWIADCZENIE
	- min. 1 rok pracy na podobnym stanowisku lub pracy związanej z zarządzaniem projektami społecznymi, gospodarczymi, publicznymi lub pracy w administracji publicznej

	WYMAGANIA FORMALNE
	Kursy, szkolenia, certyfikaty

	UMIEJĘTNOŚCI
	KONIECZNE
	- znajomość PROW 2014 – 2020, 

- znajomość tematyki Rozwoju Lokalnego Kierowanego przez Społeczność,
- znajomość języka obcego w stopniu średniozaawansowanym, 

- znajomość LSR LGD Bursztynowy Pasaż,

- obsługa komputera: MS Office: Word, Exel, Photoshop.

	
	POŻĄDANE
	- prawo jazdy kat. B

- dobra organizacja pracy

- łatwość w nawiązywaniu kontaktów

- sumienność, rzetelność, odpowiedzialność,

- umiejętność śledzenia zmian w przepisach

	SPECJALNE WYMAGANIA WOBEC STANOWISKA
	kultura osobista

	RODZAJ ZATRUDNIENIA

	Umowa o pracę – pełen etat

	WYPOSAŻENIE STANOWISKA PRACY

	Komputer, faks, telefon służbowy, meble, fotel, biurko, kserokopiarka


	Specjalista ds. kadrowych i księgowości

	IMIĘ I NAZWISKO PRACOWNIKA
	

	NAZWA STANOWISKA
	Specjalista ds. kadrowych i księgowości

	BEZPOŚREDNI PRZEŁOŻONY
	Prezes  

	STANOWISKA PODLEGŁE
	nie dotyczy

	CEL STANOWISKA

	Celem stanowiska pracy jest rzetelne i poprawne prowadzenie spraw finansowych Stowarzyszenia oraz spraw płacowo – kadrowych w zakresie funkcjonowania Biura

	ZAKRES ZADAŃ I ODPOWIEDZIALNOŚCI

	Zakres zadań:

- prowadzenie bieżących zapisów w ewidencji księgowej,

- zestawienie obrotów i sald na koniec każdego miesiąca,

- zamknięcie ksiąg po zakończeniu roku obrotowego,

- sporządzanie sprawozdań finansowych z działalności stowarzyszenia, 

- sporządzanie rocznych sprawozdań finansowych w tym bilansu, rachunku zysków i strat, rachunku przepływów pieniężnych oraz informacji dodatkowej, 

- sporządzanie deklaracji dla GUS zgodnie z wymogami tego organu, 

- sporządzanie dokumentacji dla Zakładu Ubezpieczeń Społecznych i dla pracowników Zleceniodawcy,

- sporządzanie deklaracji podatkowych w zakresie podatku dochodowego, zgodnych ze stanem wynikającym z zapisów księgowych i przygotowanie przelewów na zaliczkę na podatek dochodowy CIT.

- przygotowywanie list płac, przygotowywanie przelewów, zaliczek na podatek dochodowy od osób fizycznych od wypłacanych wynagrodzeń oraz przelewów należności ZUS,

- przekazywanie dokumentacji, deklaracji i innych dokumentów, do których sporządzania Zleceniobiorca jest obowiązany na podstawie niniejszej Umowy, uprawnionym podmiotom w terminach wynikających z przepisów prawa,

- utrzymywanie stałego kontaktu z Zakładem Ubezpieczeń Społecznych, Urzędami Skarbowymi oraz GUS w celu zapewnienia prawidłowej obsługi kadrowo – księgowej  Zleceniodawcy ,

- przygotowanie  danych niezbędnych do opracowania  planów finansowych i budżetów rocznych;

- służenie  bieżącym doradztwem, opinią oraz pomocą w zakresie swoich obowiązków wynikających z działalności Stowarzyszenia;

- wystawianie i przygotowywanie wszelkich dokumentów związanych z przebiegiem zatrudnienia, w szczególności  umów o pracę, świadectw pracy, druków RP-7, zaświadczeń o zatrudnieniu, 
- prowadzenie karty czasu pracy oraz listy obecności.

2. Zakres odpowiedzialności:

- administracyjna 

- za powierzone wyposażenie stanowiska pracy

- za powierzoną dokumentację


	ZAKRES UPRAWNIEŃ

	·  zgodnie z Kodeksem Pracy i Regulaminem Biura

	WYMAGANE KWALIFIKACJE

	WYKSZTAŁCENIE
	Wyższe Ekonomiczne
Studia Podyplomowe w zakresie rachunkowości i podatków

	DOŚWIADCZENIE
	- min. 5 lat pracy w księgowości w instytucjach publicznych, organizacjach pozarządowych, itp.
- rozliczanie projektów dofinansowanych ze środków Unii Europejskiej

- min. 1 rok pracy przy prowadzeniu spraw kadrowych w organizacji pozarządowych, itp. 

	WYMAGANIA FORMALNE
	Kursy, szkolenia, certyfikaty  

	UMIEJĘTNOŚCI
	KONIECZNE
	- znajomość PROW 2014-2020

- znajomość Lokalnej Strategii Rozwoju

- obsługa komputera: MS Office: Word, Exel


	
	POŻĄDANE
	- prawo jazdy kat. B

- dobra organizacja pracy

- łatwość w nawiązywaniu kontaktów

- sumienność, rzetelność, odpowiedzialność,

- umiejętność śledzenia zmian w przepisach

	SPECJALNE WYMAGANIA WOBEC STANOWISKA
	kultura osobista

	RODZAJ ZATRUDNIENIA 

	Umowa o pracę (1/4 etatu)

	WYPOSAŻENIE STANOWISKA PRACY

	Komputer, faks, telefon służbowy, meble, fotel, biurko, kserokopiarka


załącznik nr 3
Zgłoszenie potrzeb szkoleniowych pracownika na ... rok (wzór)
	L. P.
	Imię i nazwisko
	Temat szkolenia, kursu, studiów
	Instytucja szkoleniowa
	Data i miejsce
	Koszt

	
	
	
	
	
	

	
	
	
	
	
	



                                      Podpis Pracownika

                                                                                    ...........................................
załącznik nr 4
Plan szkoleń pracowników na ....... rok (wzór)
	L. P.
	Imię i nazwisko
	Temat szkolenia, kursu, studiów
	Instytucja szkoleniowa
	Data i miejsce
	Koszt

	
	
	
	
	
	

	
	
	
	
	
	


Łączny koszt szkoleń .......................................

Łączna liczba szkoleń ......................................

Zatwierdzono uchwałą Zarządu nr ........

z dnia .................

Podpis Prezesa

...........................................................................
załącznik nr 5

Zasady świadczenia doradztwa oraz opis metody oceny efektywności świadczonego przez pracowników LGD doradztwa
I. Zasady doradztwa

1.  Pracownik zatrudniony w Biurze LGD ma za zadanie udzielać darmowego doradztwa w zakresie wdrażania Lokalnej Strategii Rozwoju (LSR),

2. Doradztwo polega na fachowym przekazywaniu wiedzy i zasad potencjalnym zainteresowanym aplikowaniem o środki w ramach LSR oraz realizującym projekty już dofinansowane.

3.  Doradztwo obejmuje przekazywanie wiedzy dotyczącej:

a) możliwości wsparcia w ramach LSR,

b) kryteriów i procesu wyboru operacji do dofinansowania,

c) wypełniania wniosków aplikacyjnych i niezbędnych załączników,

d) wypełniania wniosków o płatność i sprawozdań,

e) innych informacji niezbędnych dla zainteresowanych.

II. Miejsce i sposób przeprowadzania doradztwa

1. Pracownik udziela doradztwa w Biurze LGD, na prośbę zainteresowanej osoby w miejscu zamieszkania lub siedziby, drogą elektroniczną (e – mail) oraz telefonicznie,
2. Doradztwo udzielane jest w godzinach pracy Biura,

3. W czasie prowadzenia porady pracownik Biura dysponuje niezbędnymi materiałami dotyczącymi omawianego tematu, zarówno w formie papierowej jak i elektronicznej,

4. Każde udzielone doradztwo świadczone w Biurze LGD lub w miejscu zamieszkania lub siedzibie zainteresowanego, wpisywane jest na listę doradztw i podpisywane zarówno przez pracownika Biura udzielającego doradztwa jak i osobę, której doradztwo jest udzielane.

5. Każde doradztwo udzielone drogą elektroniczną jest drukowane i dołączane do listy doradztw z wpisaniem na listę doradztw.
6. Każde doradztwo udzielone telefonicznie jest wpisywane przez pracownika Biura na listę doradztw na podstawie wiadomości elektronicznej: e – mail zwrotny od osoby której było udzielane doradztwo na adres biura LGD – biuro@bursztynowypasaz.pl .
III. Ocena efektywności świadczonego doradztwa
1. Ocena efektywności udzielonego doradztwa prowadzona jest przez Prezesa na podstawie ankiet zwrotnych otrzymywanych przez osoby, którym zostało udzielone doradztwo.
2. Pracownik Biura ma obowiązek po udzielonym doradztwie poprosić osobę, której jest udzielane doradztwo o wypełnienie ankiety jakości doradztwa.
3. Jeśli doradztwo udzielane jest drogą elektroniczną, pracownik Biura wysyła jednocześnie do osoby, której jest udzielane doradztwo ankietę jakości doradztwa w formie elektronicznej z prośbą o wypełnienie i odesłanie.
4. Jeśli doradztwo prowadzone jest telefonicznie, pracownik Biura wysyła drogą elektroniczną osobie której zostało udzielone doradztwo ankietę jakości doradztwa z prośbą o wypełnienie i odesłanie.
5. Ocena efektywności doradztwa badana jest również raz na pół roku poprzez przeprowadzenie ankiety on – line dostępnej na stronie internetowej LGD.
6. Jeśli ocena doradztwa wynikająca z przeprowadzonych badań jest negatywna, Prezes przygotowuje program naprawczy, który jest zatwierdzany przez Zarząd. 
załącznik nr 6 

Polityka bezpieczeństwa informacji i przetwarzania danych osobowych będących w dyspozycji Stowarzyszenia Bursztynowy Pasaż

Polityka bezpieczeństwa określa sposób prowadzenia i zakres dokumentacji opisującej sposób przetwarzania danych osobowych oraz środki techniczne i organizacyjne zapewniające ochronę przetwarzanych danych osobowych odpowiednią do zagrożeń oraz kategorii danych objętych ochroną.

Podstawa prawna

· Konstytucja Rzeczypospolitej Polskiej art. 47, 51; 

· Ustawa z dnia 29 sierpnia 1997 o ochronie danych osobowych ( Dz. U. Nr 101 poz. 926 z 2002 r.);

· Rozporządzenie Ministra Spraw Wewnętrznych i Administracji z dnia 29 kwietnia 2004 r. w sprawie dokumentacji przetwarzania danych osobowych oraz warunków technicznych i organizacyjnych, jakim powinny odpowiadać urządzenia i systemy informatyczne służące do przetwarzania danych osobowych (Dz. U. Nr 100 poz. 1024 z 2004).
Niniejszy dokument opisuje reguły dotyczące procedur zapewnienia bezpieczeństwa danych osobowych zawartych w systemach informatycznych w Stowarzyszeniu Bursztynowy Pasaż – zwanej dalej „Polityką bezpieczeństwa”.

Opisane reguły określają granice dopuszczalnego zachowania wszystkich użytkowników systemów informatycznych wspomagających pracę Stowarzyszenia Bursztynowy Pasaż

Dokument zwraca uwagę na konsekwencje, jakie mogą ponosić osoby przekraczające określone granice oraz procedury postępowania dla zapobiegania i minimalizowania skutków zagrożeń.

Odpowiednie zabezpieczenia, ochrona przetwarzanych danych oraz niezawodność funkcjonowania są podstawowymi wymogami stawianymi współczesnym systemom informatycznym.

Dokument „Polityka bezpieczeństwa w zakresie ochrony danych osobowych 
w Stowarzyszeniu Bursztynowy Pasaż” – zwany dalej: „Polityką bezpieczeństwa”, „Dokumentem”, wskazuje sposób postępowania w sytuacji naruszenia bezpieczeństwa danych osobowych i jest w szczególności przeznaczony dla osób pracujących przy przetwarzaniu danych osobowych w Stowarzyszeniu Bursztynowy Pasaż.

Definicje

Ilekroć w niniejszym dokumencie jest mowa o:

· Dane osobowe – wszelkie informacje dotyczące zidentyfikowanej lub możliwej do zidentyfikowania osoby fizycznej. Osobą możliwą do zidentyfikowania jest osoba, której tożsamość można określić bezpośrednio lub pośrednio, w szczególności przez powołanie się na numer identyfikacyjny albo jeden z kilku specyficznych czynników określających jej cechy fizyczne, fizjologiczne, umysłowe, ekonomiczne, kulturowe lub społeczne;
· Zbiór danych osobowych - każdy posiadający strukturę zestaw danych o charakterze osobowym, dostępnych według określonych kryteriów, niezależnie od tego, czy zestaw ten jest rozproszony (jego części znajdują się w różnych miejscach) lub podzielony funkcjonalnie (przetwarzany za pomocą programów realizujących różne funkcje);
· Przetwarzanie danych osobowych – jakiekolwiek operacje wykonywane na danych osobowych, takie jak zbieranie, utrwalanie, przechowywanie, opracowywanie, zmienianie, udostępnianie i usuwanie; zwłaszcza takie, które wykonuje się w systemach informatycznych;
· System informatyczny – system przetwarzania informacji wraz ze związanymi z nimi ludźmi oraz zasobami technicznymi i finansowymi, który dostarcza i rozprowadza informacje. Systemem informatycznym jest również system, w którym nie ma żadnego komputera, a wyłącznie dokumenty papierowe, skoroszyty oraz ludzie tam pracujący, wyposażenie pokoi, czy też organizacja pracy. Ochronie podlegają nie tylko informacje osobowe, ale także ludzie, zasoby techniczne i finansowe;
· Bezpieczeństwo systemu informatycznego – wdrożenie stosownych środków administracyjnych, technicznych i fizycznych w celu zabezpieczenia zasobów technicznych oraz ochrony przed nieuprawnionym przetwarzaniem danych;
· Administrator Danych Osobowych (AD) – należy przez to rozumieć Zarząd Stowarzyszenia Bursztynowy Pasaż 
· Administrator Bezpieczeństwa Informacji (ABI) – należy przez to rozumieć osobe wyznaczoną przez Zarząd do wdrażania oraz nadzorowania przestrzegania zasad ochrony oraz wymagań w zakresie ochrony, wynikających z powszechnie obowiązujących przepisów o ochronie danych osobowych;

· Administrator Systemów Informatycznych (ASI) – należy przez to rozumieć pracownika lub pracowników informatyki odpowiedzialnych za stosowanie technicznych i organizacyjnych środków ochrony danych osobowych przetwarzanych w systemie informatycznym;

· Osoba upoważniona lub użytkownik systemu – osoba posiadająca upoważnienie wydane przez ADO lub osoba uprawniona przez niego do przetwarzania danych osobowych w systemie informatycznym w zakresie wskazanym w upoważnieniu, zwana dalej użytkownikiem;
· Osoba uprawniona – osoba posiadająca uprawnienie wydane przez ADO na mocy którego wykonuje w jego imieniu określone czynności;
· Sieć Lokalna (LAN Local Area Network) – Lokalna sieć teleinformatyczna;
· Sieć rozległa (WAN) – Rozległa sieć teleinformatyczna;
· Identyfikator użytkownika (LOGIN) – ciąg znaków literowych i cyfrowych, lub innych, jednoznacznie identyfikujących osobę upoważnioną do przetwarzania danych osobowych w systemie informatycznym;

· Hasło (Password)– ciąg znaków literowych cyfrowych lub innych, znany jedynie osobie upoważnionej do pracy w systemie informatycznym;

· Zalogowanie – uwierzytelnienie czyli działanie, którego celem jest weryfikacja deklarowanej tożsamości podmiotu;
· Odbiorcy danych – rozumie się przez to każdego, komu udostępnia się dane osobowe, z wyłączeniem:

· osoby, której dane dotyczą,

· osoby, upoważnionej do przetwarzania danych,

· przedstawiciela, o którym mowa w art. 31a ustawy o ochronie danych osobowych,

· podmiotu, o którym mowa w art. 31 ustawy o ochronie danych osobowych,

· organów państwowych lub organów samorządu terytorialnego, którym dane są udostępniane w związku z prowadzonym postępowaniem.
Celem wdrożenia polityki bezpieczeństwa jest ochrona systemu informatycznego jako całości, jego poszczególnych elementów, przetwarzanych przez system zbiorów danych, obszaru, w którym przetwarzane są dane osobowe, a przede wszystkim zapewnienie technicznych i organizacyjnych uwarunkowań mających wpływ na zarządzanie systemami informatycznymi, w których przetwarzane są dane osobowe.

Niniejsza polityka bezpieczeństwa zawiera:

1) Wkaz budynków, pomieszczeń lub części pomieszczeń, w których przetwarzane są dane.

2) Wkaz zbiorów danych przetwarzanych elektronicznie lub w inny sposób 

3) Struktura zbiorów danych wskazujących zawartość poszczególnych pól informacyjnych

4) Sposób przepływu danych pomiędzy poszczególnymi systemami współpracy systemów informatycznych ze zbiorami danych.

5) Środki techniczne i organizacyjne .

6) Instrukcja postępowania w sytuacji naruszenia ochrony danych osobowych 

7) Wykaz osób upoważnionych do przetwarzania danych osobowych 
8) Zadania Administratora Danych lub Administratora Bezpieczeństwa Informacji 
9) Opis zdarzeń naruszających ochronę danych osobowych

10) Postępowanie w przypadku naruszenia ochrony danych osobowych

11) Załączniki

I.  Wykaz budynków, pomieszczeń lub części pomieszczeń, w których przetwarzane są dane

Warunki techniczne i lokalowe biura Stowarzyszenia Bursztynowy Pasaż zapewniają możliwość przyjmowania i obsługi interesantów oraz możliwość archiwizowania dokumentów i organizacji spotkań. 

W pomieszczeniach biura znajdują się szafy drewniane i metalowe do przechowywnia dokumentacji z zamkami na klucz w celu zabezpieczenia dokumentacji. 

Dostęp do pomieszczeń biurowych mają wyłącznie pracownicy biura, prezes Stowarzyszenia. Dostępu do pomieszczeń nie mają osoby z zewnątrz. 

Dostęp do pomieszczeń mają następujące osoby:

a) Joanna Jeka – specjalista ds. kadrowych i księgowości,

b) Tomasz Madaj – specjalista ds. współpracy i promocji,

c) Emilia Waśkowska – specjalista ds. naboru wniosków i administracji,

d) Michał Słowik – Prezes Stowarzyszenia.

Siedziba Biura jest podłączona do alarmu i strzeżona przez firmę zewnętrzną. 

II. Wykaz zbiorów danych osobowych wraz ze wskazaniem programów zastosowanych do przetwarzania tych danych:

W Stowarzyszeniu Bursztynowy Pasaż przetwarza się dane osobowe :

1. Członków Stowarzyszenia

2. Pracowników

3. Uczestników projektów

4. Wnioskodawców i beneficjentów

Zbiory danych mają strukturę dokumentów papierowych, przetwarzane są w formie papierowej i na nośnikach elektronicznych, obejmują zakres 

Imię Nazwisko, dokładny adres zamieszkania/pobytu, PESEL, tel. kontaktowy, email.

III.  Struktura zbiorów danych

Do zasobów systemu informatycznego służącego do przetwarzania danych osobowych zalicza się:

System „PŁATNIK” – w którym przetwarzane są zbiory danych osobowych osób zatrudnionych w organizacji na podstawie umów o pracę oraz osób współpracujących 
z organizacją w oparciu o umowy zlecenia.

Program księgowo – płacowy LEFTHAND – w którym przetwarzane są dane osób zatrudnionych w organizacji na podstawie umów o pracę oraz osób współpracujących 
z organizacją w oparciu o umowy zlecenia.

W systemie „Płatnik”  oraz LEFTHAND przetwarzane są w formie elektronicznej dane osobowe pracowników oraz osób współpracujących z organizacją na podstawie umów zleceń obejmujące:

a) imiona i nazwiska,

b) adres zameldowania, zamieszkania i do korespondencji,

c) datę urodzenia,

d) numer ewidencyjny PESEL i NIP,

e) zwolnienia lekarskie,

oraz dane dotyczące:

a) wysokości wynagrodzenia, 

b) posiadanych dzieci,

c) współmałżonka/współmałżonki.

Za pośrednictwem powyższych programów następuje przetwarzanie danych osobowych w formie elektronicznej do celów realizacji przelewów bankowych i międzybankowych (np.  z tytułu wynagrodzenia za pracę) obejmujących:

a) imię i nazwisko,

b) adres zamieszkania.

IV. Sposób przepływu danych między poszczególnymi systemami,  współpracy systemów informatycznych ze zbiorami danych

Stowarzyszenie korzysta z zewnętrznych systemów informatycznych użytkowanych przez  pracowników do przetwarzania danych osobowych, należą do nich:

a) System „Płatnik” – będący aplikacją Zakładu Ubezpieczeń Społecznych przeznaczoną dla płatników składek i zapewniającą pełną obsługę dokumentów ubezpieczeniowych i wymianę informacji z ZUS.

b) System księgowo-kadrowy LEFTHAND. 

Program PŁATNIK jest systemem informatyczne odrębnym i nie współpracuje z pozostałymi systemami, przepływ danych pomiędzy tymi systemami nie występuje.

Natomiast z programu kadrowego LEFTHAND można generować dokumenty związane z wynagrodzeniami osób zatrudnionych w Stowarzyszeniu Bursztynowy Pasaż do programu księgowego, gdyż program jest powiązany z księgowością. 

Podmioty, do których przekazywane są dane to:

a) Zakład Ubezpieczeń Społecznych,

b) Urząd Skarbowy 

c) Urząd Marszałkowski 

d) Urzędy Gmin członkowskich

e) Instytucje bankowe

Podmiotom wymienionym powyżej dane przesyłane są za pośrednictwem Internetu w wersji elektronicznej a niekiedy także w wersji papierowej.

Jednocześnie za pośrednictwem Internetu realizowane są także przelewy bankowe i międzybankowe.

V. Środki techniczne i organizacyjne

Biuro Stowarzyszenia wyposażone jest w niezbędny sprzęt i  urządzenia do obsługi interesantów. Biuro Stowarzyszenia Bursztynowy Pasaż  zakupiło  zestawy komputerowe wraz z oprogramowaniem. Posiada dostęp do Internetu. Wyposażone jest w niezbędne meble biurowe.  

Dla  potrzeb ochrony danych osobowych przetwarzanych w organizacji w formie papierowej stosuje się zabezpieczenia polegające na przechowywaniu:

a) dokumentacji bieżącej w szafach zamykanych na zamki w obszarach przetwarzania danych osobowych,

b) dokumentacji archiwalnej i dokumentacji pracowniczej w specjalnie do tego celu przeznaczonym szafie pancernej (metalowej)

1) osoby zatrudnione przy przetwarzaniu danych zostały zaznajomione z przepisami dotyczącymi ochrony danych osobowych oraz w zakresie zabezpieczeń systemu informatycznego;

2) osoby zatrudnione przy przetwarzaniu danych osobowych obowiązane zostały do zachowania ich w tajemnicy;

3) przetwarzanie danych osobowych dokonywane jest w warunkach zabezpieczających dane przed dostępem osób nieupoważnionych;

4)  przebywanie osób nieuprawnionych w pomieszczeniach, gdzie przetwarzane są dane osobowe jest dopuszczalne tylko w obecności osoby zatrudnionej przy przetwarzaniu danych osobowych oraz w warunkach zapewniających bezpieczeństwo danych;

5) dokumenty i nośniki informacji zawierające dane osobowe, które podlegają zniszczeniu, neutralizuje się za pomocą urządzeń do tego przeznaczonych lub dokonując takiej ich modyfikacji, która nie pozwoli na odtworzenie ich treści, aby po dokonaniu usunięcia danych niemożliwa była identyfikacja osób.

Środki techniczne służące zapewnieniu poufności, integralności i rozliczalności przy przetwarzaniu danych osobowych to:

1. W przypadku zewnętrznych (obcych) systemów informatycznych dla potrzeb bieżącego użytkowania i przesyłania danych stosowane są zabezpieczenia podmiotów, którym przekazywane są dane:

a) „Płatnik” (program ZUS) – organizacja posiada certyfikowany publiczny klucz dostępu do tego programu wydany na czas określony, ponadto co 30 dni zmieniane jest hasło dostępu do programu (program przypomina o upływie terminu ważności hasła), gwarancję zachowania poufności danych stanowi także ograniczony krąg osób upoważnionych do jego obsługi (dostęp posiada księgowa). 

b) System księgowo-kadrowo-płacowy LEFTHAND.- comiesięczna zmiana hasła  dostępu do programu ( dostęp posiada księgowa) 

c) Przelewy bankowe i międzybankowe – strony internetowe banków, w których organizacja posiada rachunki wymagają podania loginu i hasła, a osoba upoważniona do dokonywania przelewów posiada indywidualny klucz dostępu, gwarancję zachowania poufności danych stanowi także ograniczony krąg osób upoważnionych do jego obsługi (dostęp posiada Prezes Stowarzyszenia i księgowa).

Dostęp do danych osobowych przetwarzanych w systemach informatycznych chroniony jest poprzez:

a) zastosowanie loginów i haseł uniemożliwiających nieuprawnione korzystanie osobom nieupoważnionym,

b) ustawienie monitorów komputerów w sposób uniemożliwiający wgląd osobom postronnym w przetwarzane dane.

Loginy i hasła umożliwiające dostęp do komputerów nie są zapisywane w formie papierowej. 

W razie wystąpienia konieczności uzyskania dostępu do któregoś z komputerów w czasie nieobecności pracownika użytkującego komputer, na polecenie Prezesa Stowarzyszenia Bursztynowy Pasaż pracownik przekazuje ustnie hasło dostępu do komputera aby umożliwić wykonanie niezbędnych czynności innemu pracownikowi. Po powrocie pracownika użytkującego dany komputer zmianie ulega hasło dostępu.  

W organizacji dla  potrzeb ochrony danych osobowych przetwarzanych w systemach informatycznych do ochrony systemu informatycznego stosuje się systemy antywirusowe.

Elektroniczne przetwarzanie danych osobowych odbywa się na komputerach stacjonarnych sporadycznie na laptopie. Sprzęt komputerowy zabezpieczony jest hasłami dostępu. 

1. Zabezpieczenia techniczne

1. Wewnętrzną sieć komputerową zabezpieczono poprzez odseparowanie od sieci publicznej za pomocą haseł,

2. Stanowiska komputerowe wyposażono w indywidualną ochronę antywirusową,

3. Komputery zabezpieczono przed możliwością użytkowania przez osoby nieuprawnione do przetwarzania danych osobowych, za pomocą indywidualnego identyfikatora użytkowania i cykliczne wymuszanie zmiany hasła,

2. Środki ochrony fizycznej:

1. obszar, na którym przetwarzane są dane osobowe, poza godzinami pracy, chroniony jest alarmem,

2. obszar, na którym przetwarzane są dane osobowe objęty jest całodobowym monitoringiem,

3. urządzenia służące do przetwarzania danych osobowych umieszcza się w zamykanych pomieszczeniach.

Pozostałe informacje:  

1. Każdej osobie przysługuje prawo do kontroli przetwarzania danych, które jej dotyczą, zawartych w zbiorach danych przetwarzanych przez organizację, a zwłaszcza prawo do:

1) uzyskania wyczerpującej informacji, czy taki zbiór istnieje oraz do ustalenia administratora danych, adresu jego siedziby i pełnej nazwy;

2) uzyskania informacji o celu, zakresie i sposobie przetwarzania danych zawartych w takim zbiorze;

3) uzyskania informacji, od kiedy przetwarza się w zbiorze dane jej dotyczące oraz podania w powszechnie zrozumiałej formie treści tych danych;

4) uzyskania informacji o źródle danych, z którego pochodzą dane jej dotyczące, chyba że administrator danych jest zobowiązany do zachowania w tym zakresie tajemnicy państwowej, służbowej lub zawodowej;

5) uzyskania informacji o sposobie udostępniania danych, a w szczególności informacji o odbiorcach lub kategoriach odbiorców, którym dane te są udostępniane;

6) żądania uzupełnienia, uaktualnienia, sprostowania danych osobowych, czasowego lub stałego wstrzymania ich przetwarzania lub ich usunięcia, jeżeli są one niekompletne, nieaktualne, nieprawdziwe lub zostały zebrane z naruszeniem ustawy z dnia 29 sierpnia 1997 r. o ochronie danych osobowych (tekst jednolity Dz. U. z 2002 r., Nr 101, poz. 926) albo są już zbędne do realizacji celu, dla którego zostały zebrane.

2. Dane osobowe udostępnia się na pisemny, umotywowany wniosek. Wniosek powinien zawierać informacje umożliwiające wyszukanie w zbiorze żądanych danych osobowych oraz wskazywać ich zakres i przeznaczenie. Udostępnione dane osobowe można wykorzystać wyłącznie zgodnie z przeznaczeniem, dla którego zostały udostępnione.

VI. Instrukcja postępowania w przypadku zagrożeń i incydentów zagrażających bezpieczeństwu danych osobowych

Instrukcja definiuje katalog zagrożeń i incydentów zagrażających bezpieczeństwu danych osobowych oraz opisuje sposób reagowania na nie. Celem instrukcji jest minimalizacja skutków wystąpienia incydentów bezpieczeństwa, ograniczenie ryzyka powstania zagrożeń i występowania incydentów w przyszłości.

1. Każdy pracownik  bądź członek zarządu Stowarzyszenia Bursztynowy Pasaż w przypadku stwierdzenia zagrożenia lub naruszenia ochrony danych osobowych, zobowiązany jest poinformować Administratora danych.

2. Do typowych zagrożeń bezpieczeństwa danych osobowych należą:

1) niewłaściwe zabezpieczenie fizyczne pomieszczeń, urządzeń i dokumentów,

2) niewłaściwe zabezpieczenie sprzętu, oprogramowania przed wyciekiem, kradzieżą i utratą danych osobowych,

3) nieprzestrzeganie zasad ochrony danych osobowych przez pracowników.

3. Do typowych incydentów bezpieczeństwa danych osobowych należą:

1) zdarzenia losowe zewnętrzne (pożar obiektu/pomieszczenia, zalanie wodą, utrata zasilania, utrata łączności),

2) zdarzenia losowe wewnętrzne (awarie serwera, komputerów, twardych dysków, oprogramowania, pomyłki informatyków, użytkowników, utrata/ zagubienie danych),

3) umyślne incydenty (włamanie do systemu informatycznego lub pomieszczeń, kradzież danych/sprzętu, wyciek informacji, ujawnienie danych osobom nieupoważnionym, świadome zniszczenie dokumentów/danych, działanie wirusów i innego szkodliwego oprogramowania).

4. W przypadku stwierdzenia wystąpienia zagrożenia, Administrator danych prowadzi postępowanie wyjaśniające w toku, którego:

1) ustala zakres i przyczyny zagrożenia oraz jego ewentualne skutki,

2) inicjuje ewentualne działania dyscyplinarne,

3) rekomenduje działania prewencyjne (zapobiegawcze) zmierzające do eliminacji podobnych zagrożeń w przyszłości,

4) dokumentuje prowadzone postępowania.

5. W przypadku stwierdzenia incydentu (naruszenia), Administratora danych prowadzi postępowanie wyjaśniające w toku, którego:

1) ustala czas wystąpienia naruszenia, jego zakres, przyczyny, skutki oraz wielkość szkód, które zaistniały,

2) zabezpiecza ewentualne dowody,

3) ustala osoby odpowiedzialne za naruszenie,

4) podejmuje działania naprawcze (usuwa skutki incydentu i ogranicza szkody),

5) inicjuje działania dyscyplinarne,

6) wyciąga wnioski i rekomenduje działania korygujące zmierzające do eliminacji podobnych incydentów w przyszłości,

7) dokumentuje prowadzone postępowania

VII. Zadania Administratora Danych lub Administratora Bezpieczeństwa Informacji 

Administrator Systemu Informatycznego odpowiedzialny jest za:

1) Bieżący monitoring i zapewnienie ciągłości działania systemu informatycznego oraz baz danych.

2) Optymalizację wydajności systemu informatycznego, baz danych, instalacje i konfiguracje sprzętu sieciowego i serwerowego.

3) Instalacje i konfiguracje oprogramowania systemowego, sieciowego, oprogramowania bazodanowego.

4) Konfigurację i administrowanie oprogramowaniem systemowym, sieciowym oraz bazodanowym zabezpieczającym dane chronione przed nieupoważnionym dostępem.

5) Nadzór nad zapewnieniem awaryjnego zasilania komputerów oraz innych urządzeń mających wpływ na bezpieczeństwo przetwarzania danych.

6) Współpracę z dostawcami usług oraz sprzętu sieciowego i serwerowego oraz zapewnienie zapisów dotyczących ochrony danych osobowych.

7) Zarządzanie kopiami awaryjnymi konfiguracji oprogramowania systemowego, sieciowego.

8) Zarządzanie kopiami awaryjnymi danych osobowych oraz zasobów umożliwiających ich przetwarzanie.

9) Przeciwdziałanie próbom naruszenia bezpieczeństwa informacji.

10) Przyznawanie na wniosek Administratora danych lub Administratora Bezpieczeństwa Informacji ściśle określonych praw dostępu do informacji w danym systemie.

11) Wnioskowanie do Administratora danych lub Administratora Bezpieczeństwa Informacji w sprawie zmian lub usprawnienia procedur bezpieczeństwa i standardów zabezpieczeń.

12) Zarządzanie licencjami, procedurami ich dotyczącymi.

13) Prowadzenie profilaktyki antywirusowej.

1. Praca Administratora Systemu Informatycznego jest nadzorowana pod względem przestrzegania ustawy o ochronie danych osobowych, Rozporządzenia Ministra Spraw Wewnętrznych i Administracji z dnia 29 kwietnia 2004 r. w sprawie dokumentacji przetwarzania danych osobowych oraz warunków technicznych i organizacyjnych, jakim powinny odpowiadać urządzenia i systemy informatyczne służące do przetwarzania danych osobowych oraz Polityki Bezpieczeństwa przez Administratora danych lub Administratora Bezpieczeństwa Informacji.

VIII. Opis zdarzeń naruszających ochronę danych osobowych

1. Podział zagrożeń:

1) Zagrożenia losowe zewnętrzne (np. klęski żywiołowe, przerwy w zasilaniu) – ich występowanie może prowadzić do utraty integralności danych, ich zniszczenia i uszkodzenia infrastruktury technicznej systemu – ciągłość systemu zostaje zakłócona, nie dochodzi do naruszenia poufności danych.

2) Zagrożenia losowe wewnętrzne (np. niezamierzone pomyłki operatorów, administratora, awarie sprzętowe, błędy oprogramowania) – może dojść do zniszczenia danych, może zostać zakłócona ciągłość pracy systemu, może nastąpić naruszenie poufności danych.

3) Zagrożenia zamierzone, świadome i celowe – najpoważniejsze zagrożenia naruszenia poufności danych – zazwyczaj nie następuje uszkodzenie infrastruktury technicznej 
i zakłócenie ciągłości pracy.

Zagrożenia te możemy podzielić na:

a) nieuprawniony dostęp do systemu z zewnątrz (włamanie do systemu),

b) nieuprawniony dostęp do systemu z jego wnętrza,

c) nieuprawniony przekaz danych,

d) pogorszenie jakości sprzętu i oprogramowania,

e) bezpośrednie zagrożenie materialnych składników systemu.

2. Przypadki zakwalifikowane jako naruszenie lub uzasadnione podejrzenie naruszenia zabezpieczenia systemu informatycznego, w którym przetwarzane są dane osobowe, to głównie:

1) sytuacje losowe lub nieprzewidziane oddziaływanie czynników zewnętrznych na zasoby systemu, jak np. wybuch gazu, pożar, zalanie pomieszczeń, katastrofa budowlana, napad, działania terrorystyczne, niepożądana ingerencja ekipy remontowej itp.;

2) niewłaściwe parametry środowiska, jak np. nadmierna wilgotność lub wysoka temperatura, oddziaływanie pola elektromagnetycznego, wstrząsy lub wibracje pochodzące od urządzeń przemysłowych;

3) awaria sprzętu lub oprogramowania, które wyraźnie wskazują na umyślne działanie 
w kierunku naruszenia ochrony danych lub wręcz sabotaż;

4) pojawienie się odpowiedniego komunikatu alarmowego od tej części systemu, która zapewnia ochronę zasobów lub inny komunikat o podobnym znaczeniu;

5) pogorszenie jakości danych w systemie lub inne odstępstwo od stanu oczekiwanego wskazujące na zakłócenia systemu lub inną nadzwyczajną i niepożądaną modyfikację 
w systemie;

6) naruszenie lub próba naruszenia integralności systemu lub bazy danych 
w tym systemie;

7) stwierdzona próba modyfikacji lub modyfikacja danych lub zmiana w strukturze danych bez odpowiedniego upoważnienia (autoryzacji);

8) niedopuszczalna manipulacja danymi osobowymi w systemie;

9) ujawnienie osobom nieupoważnionym danych osobowych lub objętych tajemnicą procedury ochrony przetwarzania albo innych strzeżonych elementów systemu zabezpieczeń;

10) nieprzypadkowe odstępstwa od zasad bezpieczeństwa pracy w systemie lub sieci komputerowej wskazujące na przełamanie lub zaniechanie ochrony danych osobowych 
– np. praca przy komputerze lub w sieci osoby, która nie jest formalnie dopuszczona do jego obsługi, sygnał o uporczywym nieautoryzowanym logowaniu itp.;

11) istnienie nieautoryzowanych kont dostępu do danych lub tzw. „bocznej furtki” itp.;

12) podmiana lub zniszczenie nośników z danymi osobowymi bez odpowiedniego upoważnienia, jak również skasowanie lub skopiowanie w sposób niedozwolony danych osobowych;

13) rażące naruszenie dyscypliny pracy w zakresie przestrzegania procedur bezpieczeństwa informacji (niewylogowanie się przed opuszczeniem stanowiska pracy, pozostawienie danych osobowych w drukarce, na ksero, niezamknięcie pomieszczenia z komputerem, niewykonanie w określonym terminie kopii bezpieczeństwa, prace na danych osobowych w celach prywatnych itp.).

3. Za naruszenie ochrony danych uważa się również stwierdzone nieprawidłowości 
w zakresie zabezpieczenia miejsc przechowywania danych osobowych (otwarte szafy, biurka, regały, urządzenia archiwalne i inne) na nośnikach tradycyjnych, tj. na papierze (wydrukach), kliszy, folii, zdjęciach, dyskietkach w formie niezabezpieczonej itp.

IX. Postępowanie w przypadku naruszenia ochrony danych osobowych

1. W przypadku stwierdzenia :

a) naruszenia zabezpieczeń systemu informatycznego,

b) naruszenia technicznego stanu urządzeń,

c) naruszenia zawartości zbioru danych osobowych,

d) ujawnienia metody pracy lub sposobu działania programu,

e) jakości transmisji danych w sieci telekomunikacyjnej mogącej wskazywać na naruszenie zabezpieczeń tych danych,

f) innych zdarzeń mogących mieć wpływ na naruszenie danych osobowych (np. zalanie, pożar,  itp.)

każda osoba zatrudniona przy przetwarzaniu danych osobowych jest zobowiązana niezwłocznie powiadomić o tym fakcie ABI.

2. W razie niemożliwości zawiadomienia ABI lub osoby przez niego upoważnionej, należy powiadomić bezpośredniego przełożonego.

3. Do czasu przybycia na miejsce naruszenia danych osobowych ABI lub upoważnionej przez niego osoby, należy:

a) niezwłocznie podjąć czynności niezbędne dla powstrzymania niepożądanych skutków zaistniałego naruszenia – o ile istnieje taka możliwość – a następnie uwzględnić 
w działaniu również ustalenie przyczyn lub sprawców naruszenia danych osobowych;

b) udokumentować wstępnie zaistniałe naruszenie;

c) nie opuszczać bez uzasadnionej potrzeby miejsca zdarzenia do czasu przybycia ABI lub osoby przez niego upoważnionej.

4. Po przybyciu na miejsce naruszenia lub ujawnienia ochrony danych osobowych, ABI lub osoba przez niego upoważniona:

a) zapoznaje się z zaistniałą sytuacją i dokonuje wyboru metody dalszego postępowania, mając na uwadze ewentualne zagrożenia dla prawidłowości pracy organizacji;

b) może żądać dokładnej relacji z zaistniałego naruszenia lub ujawnienia ochrony danych osobowych od osoby powiadamiającej, jak również od każdej innej osoby, która może posiadać informacje związane z zaistniałym naruszeniem;

c) rozważa celowość i potrzebę powiadomienia o zaistniałym naruszeniu lub ujawnieniu ochrony danych osobowych AD;

d) nawiązuje bezpośredni kontakt – jeżeli zachodzi taka potrzeba – ze specjalistami spoza organizacji.

5. Po wyczerpaniu niezbędnych środków doraźnych związanych z zaistniałym naruszeniem/ujawnieniem ochrony danych osobowych, ABI zasięga niezbędnych opinii 
i proponuje postępowanie naprawcze, w tym ustosunkowuje się do kwestii ewentualnego odtworzenia danych z zabezpieczeń oraz terminu wznowienia przetwarzania danych.

6. ABI dokumentuje zaistniały przypadek naruszenia lub ujawnienia ochrony danych osobowych oraz sporządza raport, który powinien zawierać w szczególności:

a) wskazanie osoby powiadamiającej oraz innych osób zaangażowanych lub odpytywanych 
w związku z naruszeniem lub ujawnieniem ochrony danych osobowych;

b) określenie czasu i miejsca: naruszenia/ujawnienia i powiadomienia o tym fakcie;

c) określenie okoliczności towarzyszących i rodzaju naruszenia/ujawnienia;

d) wyszczególnienie wziętych faktycznie pod uwagę przesłanek do wyboru metody postępowania i opis podjętego działania;

e) wstępną ocenę przyczyn wystąpienia naruszenia/ujawnienia;

f) ocenę przeprowadzonego postępowania wyjaśniającego i naprawczego.
7. Raport, o którym mowa w pkt. 6, ABI niezwłocznie przekazuje AD.

8. Zaistniałe naruszenie/ujawnienie ochrony danych osobowych może stać się przedmiotem szczegółowej analizy prowadzonej przez AD i ABI.

9. Analiza, o której mowa w pkt. 8, powinna zawierać:

a) wszechstronną ocenę zaistniałego naruszenia/ujawnienia ochrony danych osobowych;

b) wskazanie odpowiedzialnych;

c) wnioski co do ewentualnych przedsięwzięć: proceduralnych, organizacyjnych, kadrowych 
i technicznych, które powinny zapobiec podobnym naruszeniom/ujawnieniom w przyszłości.
Postanowienia końcowe

1. Osoby, które zostały zapoznane z niniejszym dokumentem i zobowiązują się do stosowania zasad w nim zawartych, potwierdzają ten fakt poprzez podpisanie oświadczenia (załącznik 
nr 1 do „Polityki bezpieczeństwa”).

2. Wdrożenie „Polityki bezpieczeństwa” odbywa się poprzez:

a) zapoznanie osób wchodzących w skład organów organizacji, pracowników, współpracowników, wolontariuszy, praktykantów i stażystów organizacji z treścią „Polityki bezpieczeństwa”;

b) szkolenia z zakresu ochrony danych osobowych.

3. „Polityka bezpieczeństwa” wchodzi w życie z dniem podjęcia Uchwały Zarządu organizacji lub w terminie określonym w treści tej Uchwały. 

Zmiany w „Polityce bezpieczeństwa” będą wchodzić w życie w terminach określonych 
w Uchwałach Zarządu organizacji dotyczących wprowadzenia zmian w dokumencie.

Załącznik nr 1 

do Polityki bezpieczeństwa informacji i przetwarzania danych osobowych będących w dyspozycji Stowarzyszenia Bursztynowy Pasaż
………………………………………….

imię i nazwisko

…………………………………………

funkcja / stanowisko

OŚWIADCZENIE

Oświadczam, że zapoznałem/-am się z treścią „Polityki bezpieczeństwa w zakresie ochrony danych osobowych w Stowarzyszeniu Bursztynowy Pasaż” i zobowiązuję się do stosowania zasad w niej zawartych.

 ...........………, dnia ……………….. 


…………………………………..

miejscowość






podpis

.........................

pieczęć nagłówkowa organizacji
Załącznik nr 2

do Polityki bezpieczeństwa informacji i przetwarzania danych osobowych będących w dyspozycji Stowarzyszenia Bursztynowy Pasaż
Lista osób, które zapoznały się 

z „Polityką bezpieczeństwa  w zakresie ochrony danych osobowych 
w Stowarzyszeniu Bursztynowy Pasaż”
	L.p.
	Imię i nazwisko
	Data
	Podpis

	1


	
	
	

	2


	
	
	

	3


	
	
	

	4


	
	
	

	5


	
	
	

	6


	
	
	

	7


	
	
	

	8


	
	
	

	9


	
	
	

	10


	
	
	

	11


	
	
	

	...


	
	
	


.........................

pieczęć Administratora Danych
Załącznik nr 3

do Polityki bezpieczeństwa

 informacji i przetwarzania 

danych osobowych będących w 

dyspozycji 

Stowarzyszenia Bursztynowy Pasaż
UPOWAŻNIENIE
DO PRZETWARZANIA DANYCH OSOBOWYCH

dla Administratora Bezpieczeństwa Informacji

Z dniem .........................., na podstawie art. 37 ustawy z dnia 
29 sierpnia 1997 r. o ochronie danych osobowych (Dz. U. z 2002 r. Nr 101, poz. 926, z późn. zm.), upoważniam Panią/Pana ........................................., będącą/będącego Administratorem Bezpieczeństwa Informacji, do przetwarzania danych osobowych dotyczących
:

· ........................................

· ........................................

· ........................................

· ........................................

· ........................................

· ........................................

· ........................................

· ........................................

· ........................................

· ........................................

· ........................................

· ........................................

Upoważnienie obowiązuje do dnia odwołania.


________________________________________
Podpisy osób upoważnionych do reprezentowania Administratora Danych


* Niepotrzebne skreślić.

.........................

pieczęć Administratora Danych

Załącznik nr 4

do Polityki bezpieczeństwa informacji 

i przetwarzania danych osobowych 

będących w dyspozycji 

Stowarzyszenia Bursztynowy Pasaż
Rejestr zbiorów danych osobowych przetwarzanych 
w Stowarzyszeniu Bursztynowy Pasaż

	L.p.
	Nazwa zbioru danych osobowych


	Nazwa programu stosowanego do przetwarzania
	Lokalizacja miejsca przetwarzania (budynek, pomieszczenie, nazwa komputera)
	Obowiązek zgłoszenia zbioru danych osobowych GIODO*             TAK / NIE**

	1


	
	
	
	

	2


	
	
	
	

	3


	
	
	
	

	4


	
	
	
	

	5


	
	
	
	

	6


	
	
	
	

	7


	
	
	
	

	8


	
	
	
	

	…


	
	
	
	


� Wymienić nazwy przetwarzanych zbiorów danych osobowych – np. członków stowarzyszenia; darczyńców; kandydatów do pracy; pracowników; współpracowników; wolontariuszy, praktykantów i stażystów; kandydatów do udziału w projekcie; uczestników projektu etc.
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